Wireless Network Notes
Update Feb, 2006

With the installation of the Aruba wireless network in Reid Hall there are now three options for wireless connections in the College of Business.  The three levels are:

1. Guest Network – provides access to the WWW, but no access to other campus network resources (printers, files); no encryption of radio transmission (open to data hacking)
2. RFconnect – requires network authentication at the Aruba server (available to all campus users with valid MSU domain accounts); no encryption of radio transmission (open to data hacking)
3. WEP Enabled – requires installation by ITC staff in the basement of Renee Library; provides WEP enabled security and password sharing with authentication on the MSU domain.  STRONGLY RECOMMENDED FOR ALL FACULTY LAPTOPS!
While this upgrade provides access to a wider range of users it also may create some frustration for you, and/or your students. By default, any user who comes to campus with a compatible wireless network interface card (NIC) will see and connect to the Guest network.  
If you need to use MSU network resources then you must use option 2. or 3.

Option 2, RFconnect - is easy to activate on your laptop.  Install with the steps below.
· Open Network Connections with the Start Button, Settings submenu
· Right Click on the Wireless Network Connection icon and select Properties from the drop-down menu
· Select the Wireless Networks tab at the top of the dialog box

· Below the preferred networks list, click on the Add button
· In the Network Name (SSID) field, type RFconnect
(this is case sensitive, so you must use the proper upper and lower case)
· In the Data Encryption field, select Disabled from the drop down menu

· Click on OK at the bottom of the dialog box

· Done

Your laptop should then automatically connect to the RFconnect network and you should be able map to network drives and print on network printers.

Laptop Cart Concerns – RFconnect is installed on the computers in the laptop cart and the computers should attach automatically giving access to files, mapping and network printing.  However, if a user disconnects RFconnect, then the laptop will not see RFconnect unless the network is reinstalled (see steps above).  It is easy to get confused between the connection to RFconnect and authentication on Aruba (username and password) so it is very likely that sooner or later a student may disconnect RFconnect without anyone knowing it.  If your students regularly use the laptops you should familiarize yourself with the instructions above so that you can correct this problem when it occurs.
Option 3, WEP enabled – take your laptop to the back of the library (near the SUB), take the stairs down to the left, at the end of the hallway, through the double doors.  ITC will install the security enabled network for you.
