College student cyberbullying on social networking sites: Conceptualization, prevalence, and perceived bystander responsibility
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Abstract

The majority of research on cyberbullying has been conducted with middle school and high school students and has not focused on specific technology platforms. The current study investigated college student experiences with cyberbullying on Social Networking Sites (SNS). College students (N = 196) from a northwestern university shared their conceptualizations of what cyberbullying looked like on SNS. Some college students (19%) reported that they had been bullied on SNS and 46% indicating that they had witnessed cyberbullying on SNS. The majority (61%) of college students who witnessed cyberbullying on SNS did nothing to intervene. College students were also asked about their perceived responsibility when they witnessed cyberbullying on SNS. Two diverging themes emerged that indicated some college students believed their responsibility to intervene was circumstantial, while others believed there is a constant clear level of responsibility for college student cyberbullying bystanders on SNS.

1. Introduction

Cyberbullying (i.e., bullying via technology) occurs among students in higher education, but most cyberbullying research has focused on middle school and high school students (Crosslin & Golman, 2014). Walker, Sockman, and Koehn (2011) indicated "further research is needed to expand our understanding of cyberbullying at the university level" (p. 37). The emerging studies concerning cyberbullying among college students have largely focused on broad digital settings (e.g., the internet), but there is a sparsity of research focused on cyberbullying on specific technology platforms (Schultz, Heilman, & Hart, 2014). Empirical efforts have also primarily focused on the victim and the bully, but not the cyberbullying bystanders (i.e., witnesses; Schultz et al., 2014).

The current exploratory study was designed to increase understanding regarding cyberbullying among college students with a specific focus on the experience of cyberbullying via social networking sites (SNS). Qualitative methodology was employed to contribute to the notable absence in the literature regarding “actual experiences of cyberbullying” (Rafferty & VanderVen, 2014, p. 365).

Paulet and Pinchot (2014) advocated for studying “the problem of cyberbullying more holistically” (p. 68) and consistent with this recommendation we examined direct experiences of cyberbullying victimization in addition to bystander experiences. Finally, college students’ perceptions regarding their responsibility when they were bystanders to cyberbullying behaviors on SNS were also examined.

2. College students and social media

Over the last decade, the percentage of young adults ages 18 to 29-years-old who use SNS has drastically increased from only 9% in 2004 to 89% in 2014 (Duggan, Ellison, Lampe, Lenhart, & Madden, 2015). Facebook continues to be the most commonly used SNS among this age demographic with 71% using Facebook, but young adults also report using Instagram (53%) and Twitter (37%; Duggan et al., 2015). The majority of young adults (92%) also report using SNS that focus on video sharing (e.g., YouTube; Moore, 2011). According to the Pew Research Center, 52% of online adults presently use two or more SNS, which is referred to as multi-platform use (Duggan et al., 2015). The rate of multi-platform use has increased by 10% from 2013 to 2014 and is likely to continue to increase as new SNS are created.

Vaterlaus, Jones, Patten, and Cook (2015) reported that 68% of...
college students (N = 743) spent between one and 6 h on SNS on a weekly basis. This is a shift from a 2008 report that indicated 40% of college students (N = 95) spent no time on SNS (Subrahmanyam, Reich, Waechter, & Espinoza, 2008). Unfortunately, with the increase in time spent on SNS, the rates of cyberbullying have also increased (Schultz et al., 2014). The current study focuses on cyberbullying on SNS in general and specifically via Facebook, Instagram, Twitter, and YouTube.

3. Defining cyberbullying

Frequent internet use has been associated with increased instances of cyberbullying (Balakrishnan, 2015). Cyberbullying definitions vary in research, which has resulted in researchers studying critically different phenomena using the same terminology and ultimately limiting cross-study comparisons (Tokunaga, 2010). Tokunaga (2010) synthesized 25 scholarly definitions of cyberbullying in order to create the following collaborative definition: “Any behaviour performed through electronic media by individuals or groups of individuals that repeatedly communicates hostile or aggressive messages intended to inflict harm or discomfort on others” (p. 278). However, the general public may not define cyberbullying in this way (Schultz et al., 2014), Bastiaensens et al. (2014) found that it may be especially difficult for those who witness online interactions to differentiate between cyberbullying and teasing without knowing the context of relational norms between the sender and recipient. Consequently, Shultz et al. (2014) concluded “the definition of cyberbullying often relies on the perceptions and judgments of bystanders (observers) to the interaction to identify when the bully is asserting himself/herself over the victim and when he or she is causing intentional harm to the recipient” (para. 2).

4. Cyberbullying and college students

4.1. Prevalence

Most college students do not have a clear understanding of the term cyberbullying and view the term as “outdated” (Crosslin & Golman, 2014). Given the lack of understanding and acceptance of the term cyberbullying among college students, it is difficult to measure the prevalence of cyberbullying within this population. The prevalence rates are often inconsistent because researchers provide different definitions of cyberbullying to participants (Shultz et al., 2014), resulting in a broad range of reports regarding cyberbullying prevalence in college-aged samples. With results derived from a sample of 439 college students, Macdonald and Roberts-Pittman (2010) reported that 38% of college students knew someone who had been cyberbullied, 22% self-reported that they had been cyberbullied, and 8.6% stated that they had engaged in cyberbullying behaviors.

A few studies have included total reports of victimization, but also explored victimization on specific mediums. For example, a study with 613 college students reported that 35% of students self-reported that they were cyberbullied while in high school, but only 19% experienced cyberbullying while in college (Zalazquet & Chatters, 2014). Victims of cyberbullying indicated that their victimization occurred through text messaging (46.1%), email (43.5%) and websites (36.2%). Walker et al. (2011) surveyed 120 undergraduate students and identified that 54% of participants knew someone who had been cyberbullied and 11% had been cyberbullied. Additionally, 56% of college students reported that they knew someone who had been cyberbullied on Facebook, which was higher than reported cyberbullying on the other eight platforms (i.e., email, cell phones, web cam, instant messaging, MySpace, Blogging, Twitter, and chat rooms) they were asked about.

Other studies have found cyberbullying prevalence may be difficult to accurately ascertain, as cybervictimization is not always reported. Pauleit and Pinchot (2014) found most participants told a friend about the cyberbullying, but did not report it to an adult or an authority. The stigma of cyberbullying in college contributes to students avoiding the problem even though most admit it needs more attention. This has also resulted in cybervictims having less desire to talk to parents or friends about cyberbullying because they fear they will be seen as childish (Crosslin & Golman, 2014).

4.2. Motivations and consequences

Research on cyberbullying among college students has primarily focused on the consequences of cyberbullying for cyberbullies and cybervictims. Schenk and Fremouw (2012) reported college-aged victims of cyberbullying experienced significantly higher rates of suicidal thoughts and behaviors as well as higher rates of depression, anxiety, and paranoia. Interestingly, college students who cyberbullied also have reported experiencing increased emotional distress, suicidal behaviors, and higher rates of aggression than their peers (Schenk, Fremouw, & Keelan, 2013). Motivations to engage in cyberbullying have also been investigated among college students (Doane, Pearson, & Kelley, 2014; Rafferty & VanderVen, 2014). Rafferty and VanderVen (2014) identified three main motivations for cyberbullying among college students (N = 221), which included: (a) cyber-sanctioning: bullies intent was to make the victim ashamed of his or her actions, (b) power struggles: bully in an attempt to hurt, humiliate, or influence another, and (c) entertainment: to provoke or get an emotional response from the victim for personal enjoyment. Doane et al. (2014) reported that cyberbullying behaviors increased when college students perceived that their peers would respond favorably to them or if they thought their peers join in on the cyberbullying.

4.3. Bystander characteristics and behaviors

Bullying has been traditionally characterized as a group process involving a bully, a victim, and witnesses or bystanders (Gini, Albiero, Benelli, & Altoe, 2008). Bystanders can respond to bullying by remaining an outsider, assisting or reinforcing the bully, or supporting or defending the victim (Bastiaensens et al., 2014; Thornberg et al., 2012). In traditional (face-to-face) bullying, bystanders often decide to respond to the bullying based on their definition and evaluation of the situation, the social context, and their own personal characteristics (Thornberg et al., 2012). Their decision to respond may also be influenced by the audience, others’ actions or non-actions, being blocked by others’ actions, or diffusion of responsibility (Latane & Darley, 1970).

Characteristics are similar among bystanders in face-to-face and cyberbullying situations, but technology allows for increased accessibility, anonymity, and autonomy (Wong-Lo & Bullock, 2014). In traditional bullying, bystanders are bound by their immediate environment to decide and react to the incident in public. The digital environment allows bystanders the opportunity to decide on their reaction in private and to access or share the bullying with the click of a finger (Wong-Lo & Bullock, 2014). The anonymity of the internet creates a disinhibition characterized by loss of self-control and a lack of restraint in social interactions (Barlińska, Szuster, & Winiewski, 2013). It may be that SNS that promote or allow for more anonymity also have higher rates of cyberbullying reports.

Bystanders can respond to cyberbullying situations with positive (defending) and negative (reinforcing) behaviors (Shultz et al.,
Positive bystander behaviors included defending the victim and confronting the bully and/or comforting and supporting the victim. Negative behaviors in a college student sample included joining in with the bully or forwarding or sharing the text or pictures with others (Shultz et al., 2014). Negative bystander behaviors have been found to be more likely in private digital interactions when compared to face-to-face public interactions.

Previously identified motivations among adolescent cyberbullying bystanders to defend or support the victim have included a bystander’s sense of responsibility to help (i.e., parents or teachers expected them to; the victim was a close friend) and/or having an emotional response to the cyberbullying (DeSmet et al., 2014; Macháčková, Dedkova, Sevcikova, & Cerna, 2013). American adolescent cyberbullying bystanders (9–15 years old; N = 30) were motivated to respond by interpretations of the level of harm, emotional, reactions, moral evaluation, and their belief that they could help improve the outcome (Thornberg et al., 2012). Similarly, in a study with Flemish adolescents (9–16 years old; N = 2333), cyberbullying bystanders were unmotivated to act if they did not know the victim, lacked the knowledge or skills to help, feared being bullied themselves, or could not assess the timing or severity of the situation (Van Cleemput, Vandebosch, & Pabian, 2014). The adolescent bystanders that did not intervene also reported moral disengagement from the situation, which was justified by diffusion or displacement of responsibility, blaming the victim, and distortion of consequences (Van Cleemput et al., 2014).

The majority of studies focusing on cyberbullying bystander behaviors have focused on children and adolescents, while there is limited information about college student bystanders (Shultz et al., 2014). One study recruited college students (N = 149) to read through a cyberbullying simulation on Facebook and then asked how they would respond if they were a part of the conversation (Shultz et al., 2014). Overall, less than half of the college students reported that they would engage in a positive bystander behavior to support the victim. College students explained that they did not respond because they did not want to get involved. Additional research is needed to understand bystander motivations and behaviors among college students.

5. Purpose of the current study

Presently, most research on cyberbullying among college students focuses on characteristics of cyberbullies (Gibb & Devereux, 2014), the prevalence of cyberbullying (Macdonald & Roberts-Pittman, 2010), and the negative outcomes for both victims and cyberbullies (Bonanno & Hymel, 2013). Few studies have focused on cyberbullying occurrences on specific platforms (Shultz et al., 2014). Social networking sites are used by the vast majority of young adults (Duggan et al., 2015) and more research is needed regarding cyberbullying on SNS (Shultz et al., 2014). The purpose of the current study was to understand college students’ experiences relating to cyberbullying on SNS. The following research questions were developed to guide this study on cyberbullying and bystander behavior:

**Research Question 1:** How do college students conceptualize cyberbullying via SNS?

**Research Question 2:** Are there differences in college students’ self-reports of perpetrating bullying and cybervictimization on Facebook, Instagram, Twitter, and YouTube?

**Research Question 3:** What is the frequency of college students witnessing cyberbullying or being cybervictimized on SNS and how have college students responded to each situation?

**Research Question 4:** What do college students perceive as responsibilities of bystanders when they witness cyberbullying on SNS?

6. Methods

6.1. Sample

The sample included 196 college students (n = 155 females, n = 41 males; mean age = 21 years old). The participants reported their class standing as follows: 29% freshmen, 21% sophomore, 17% junior, and 33% senior. The majority of participants was Caucasian (89%) and reported a single marital status (86%), while fewer reported that they were married (4%) or cohabiting (10%). Students reported living off campus in single student housing (56%), on campus in single student housing (25%), with their romantic partner (16%), and with their parents (3%).

6.2. Procedures and data analysis

Students (N = 274) in five undergraduate classes were invited to participate in an Institutional Review Board approved study on social media and human well-being. Extra credit was used to incentivize participation. Students were provided with a link to the online survey that included both closed and open-ended questions, which was hosted on a secure website. In order to document participation, the final page of the survey directed students to a separate survey to report their names and class information. Names were never associated with the data and were deleted after they were sent to the instructors of participating courses. A total of 228 students completed the survey (83% response rate). Sample inclusion required that students be between the ages of 18–25 and 32 students were outside the age range (mean age = 34 years old).

**Research question 1.** The first research question sought to identify how college students conceptualized cyberbullying on SNS. Students were specifically asked to “Describe what bullying or cyberbullying looks like on social networking sites.” Researchers elected to use a conventional content analysis approach because of the varied definitions of cyberbullying (Hsieh & Shannon, 2005). Two researchers independently immersed themselves in the data and identified words and phrases that were representative of “key thoughts” (Hsieh & Shannon, 2005, p. 1279). The two researchers met together and agreed upon 16 codes, then independently coded the data (98% inter-coder agreement) line-by-line. Disagreements were resolved through discussion between the two researchers and consulting the original data. Finally, two researchers identified commonalities among the codes resulting in three “key categories” that accurately represented participant responses and were used to present the results.

**Research question 2.** To assess the potential differences of reported bullying and victimization on different SNS, participants responded to eight likert scale (1-Not like me at all to 7-Just like me) items. The first four items asked college students if they had participated in cyberbullying behaviors (i.e., posting mean, negative, or hurtful content) on (a) Facebook, (b) Instagram, (c) Twitter, and (d) YouTube. The other four items asked participants to respond on the same likert scale to the statement “I have been bullied on ...” each of the four aforementioned SNS. Sample sizes varied because participants were only directed to the items if they first reported that they used the SNS (e.g., if a participant reported that they used Twitter they were asked about bullying and being bullied on Twitter, if they did not have Twitter they were not asked the questions). Because there were different sample sizes for each item a multiple comparison approach was selected—using paired t
tests to compare differences between bullying and victimization on SNS.

Research question 3. This research question evaluated the frequency of being victimized and/or witnessing cyberbullying online. Sample sizes varied for both items because only those who had personal experience responded to the open-ended item. First, students were directed to an item that asked, “Have you ever been bullied on a SNS?” and if they answered in the affirmative they were directed to an open-ended item that asked, “How did you respond when the bullying occurred? Please explain.” Second, students responded to an item that asked, “Have you ever witnessed someone being bullied on a SNS?” and if they answered yes they were directed to an open-ended item that asked, “How did you respond when you witnessed the bullying? Please explain.” Percentages were used to highlight the number of cybervictims and bystanders of cyberbullying. Consistent with research question one, a conventional content analysis approach was selected (Hsieh & Shannon, 2005) and the same analysis procedures were implemented. For the cybervictim responses seven codes were identified (93% inter-coder agreement), which were refined into two key categories for reporting results. Among the bystander responses six codes were identified (85% inter-coder agreement) and three key categories emerged that are used to present the results.

Research question 4. The final research question used responses to an open-ended item that asked “What do you think a person’s responsibility is when they witness someone being bullied on a SNS?” A qualitative analysis approach described by Bogdan and Biklen (2007) was used to analyze college student’s responses. First, two researchers independently read the data several times to gain a sense of the totality of the data and identified words and phrases that were reflective of more than one thought. The two researchers met together and through discussion identified two major themes. Data was independently coded into these themes (90% inter-coder agreement). Coding disagreements were resolved through discussion between the two researchers.

7. Results

7.1. Research question 1

College students (n = 196) detailed their conceptualization of what cyberbullying looks like on SNS. Table 1 includes the 16 coding categories that were the basis of the three major themes. Themes are reported in order of prevalence and ages of participants are presented parenthetically to contextualize the results.

Recognizing cyberbullying on SNS. Participants used negative words such as “mean,” “nasty,” “hateful,” “rude,” “inappropriate,” and “fool” in their descriptions of cyberbullying on SNS. Further, cyberbullying was also described in terms of posting content without permission. For example, one college student (female, 20) defined cyberbullying as, “Posting secret videos of people changing or something.” According to participants, this degrading or private content could be disseminated by cyberbullies in comments (62%), posts (17%), photos (11%), and/or messages (10%) on SNS.

Respondents conceptualized cyberbullying as both a private and public phenomenon. For instance, a college student (female, 20) shared that cyberbullying is “negative, nasty comments publicly displayed” (female, 19). Representing the general consensus on the private nature a cyberbullying, a college student explained (male, 21), “cyberbullying] typically looks like negative comments or messages. Mostly messages, people don’t have the balls to call people out in public” (male, 21). A few participants also indicated that cyberbullying is a frequent process—“many deal with that daily” (female, 22).

Motivations behind cyberbullying. Participants reported that cyberbullying could be an intentional or unintentional process. Intentional cyberbullying consists of negative remarks made either publically or privately towards a victim with the intention of causing them “embarrassment,” “harm,” or “pain.” This can involve intentionally “snubbing” someone or “leaving people out.” One participant (male, 21) elaborated, “[Cyberbullying involves] commenting on photos or posts rudely or with the intention of getting a reaction out of someone.” Another college student (female, 23) reiterated this, “When I think of cyberbullying, I think of extremely cruel, emotionally driven comments posted in the hopes of hurting another person.” Intentional cyberbullying was presented as a way for the bully to gain power or feel like they were part of a group, aided by the anonymity afforded by social media. A small number (n = 9) indicated that the cyberbullying was not only intentional, but also justified because the victim provoked the behavior.

In contrast, unintentional cyberbullying consists of remarks that are made with the intent of being “humorous,” but come across as offensive—“Things that are meant as funny, but are actually hurtful” (female, 25). Further, respondents described how unintentional cyberbullying could be directed at specific people or could be offensive to a group of people. For example, a college student explained (female, 19), “[Cyberbullying can be] pictures posted that people don’t agree with, for example, hunting; when they post those pictures, a lot of people get threats.”

Unaware of cyberbullying. Although only a few, some participants reported they had never witnessed cyberbullying on SNS. They further indicated they knew it happened, but are unsure of how to define it due to their lack of exposure to it. Summarizing the general sentiment of these participants a college student (female, 22) shared, “I have never witnessed cyberbullying or have been cyberbullied—so I have no idea. I do not doubt that it happens it just has not obviously happened in my life.”

7.2. Research question 2

Respondents’ means of self-reported perpetration of bullying on Facebook, Instagram, Twitter, and YouTube were small (see Table 2). Table 2 provides the comparisons between the different SNS. Participants were significantly more likely to report they had bullied other people on Twitter (m = 2.05, sd = 1.60) when compared to Facebook (m = 1.46, sd = 1.04); t (36) = 2.44, p = .020. The same pattern emerged with higher reports of bullying on Twitter (m = 1.97, sd = 1.64) when compared to Instagram (m = 1.26, sd = .89); t (34) = 2.92, p = .006 and when Twitter (m = 1.48, sd = .21) was compared with YouTube (m = 1.04, d = 1.48); t (22) = 2.20, p = .006.

Table 3 provides participants’ reports of being cybervicimized on Facebook, Instagram, Twitter, and YouTube. The largest identified significant differences related to higher incidences of victimization on Facebook. Participants reported that they had been bullied more on Facebook (m = 2.16, sd = 1.76) when compared to Instagram (m = 1.33, sd = .87); t (121) = 5.74, p = .000. Also, reports of being bullied on YouTube (m = 1.13, sd = .47) were significantly less than reports of being bullied on Facebook (m = 2.18, sd = 1.85); t (97) = 5.69, p = .000.

7.3. Research question 3

College students were asked if they had experienced cyberbullying on any SNS and then to describe how they responded to the situation. Also, participants who had witnessed cyberbullying on any SNS were asked how they responded when they witnessed the bullying. In this section the responses to being cyberbullied are covered first, followed by a summary of responses related to witnessing cyberbullying on SNS.
Responses to being cyberbullied. In total, 37 participants reported that they had been cyberbullied on SNS. Table 4 includes the codes that compose the two themes that represent how the victims responded to the experience. Participants specifically addressed the treatment of the cyberbully and self-care processes.

<table>
<thead>
<tr>
<th>Theme 4: Treatment of Cyberbully</th>
<th>Examples</th>
</tr>
</thead>
<tbody>
<tr>
<td>Blocking or ignoring the bully</td>
<td>I commented and told them to take to take [the content] down (female, 23). Directly confronting the cyberbully—[female, 23].</td>
</tr>
</tbody>
</table>
confrontation occurred when the victim had a personal relationship with the bully. The direct confrontation sometimes led to reciprocating with negativity toward the bully. A college student (female, 19) explained that when she was bullied by her friend, “I just told my friend she was being a bitch and the situation was resolved.”

**Self-care.** After experiencing cyberbullying on SNS, victims discussed how they either sought social support or kept it a secret. The decision to seek support or maintain secrecy was motivated and determined by what the victim reasoned would be best for self-preservation. A college student (female, 19) disclosed, “I didn’t tell anyone because I didn’t want anyone else getting involved.” When participants elected to seek support they reported reaching out to “friends,” “parents,” and in some instances “school administrators.” For example, a cybervictim (female, 19) explained, “I talked to my parents about the situation and I also had support from my friends. The second time around [experiencing cyberbullying] I talked to my parents and we talked to the school.”

**Responses to witnessing cybervictimization.** Ninety college students reported that they had been witnesses to cyberbullying on SNS. Table 5 includes the three themes that emerged through qualitative analysis. Cyberbullying bystanders’ responses included (a) no response to the cybervictim or cyberbully, (b) confronting the cyberbully, and (c) providing support to the victim.

**Table 4 Qualitative content analysis: college student responses to being cybervictimized on social networking sites.**

<table>
<thead>
<tr>
<th>Content area</th>
<th>Number of participant responses</th>
<th>Example</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Theme 1 Treatment of Cyberbully</strong> (n = 30)</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Confronted the Cyberbully</td>
<td>9</td>
<td>“Someone made a really mean/hateful post about me on Facebook and I asked him to take it down and he never did” (female, 21)</td>
</tr>
<tr>
<td>Supported the Cyberbully</td>
<td>1</td>
<td>“If someone I know I do my best to support them and get rid of the negativity” (female, 21)</td>
</tr>
<tr>
<td>Blocked the Cyberbully</td>
<td>8</td>
<td>“I blocked that person” (female, 25)</td>
</tr>
<tr>
<td>Ignored it/deleted it</td>
<td>15</td>
<td>“I either say ‘okay’ or I ignore it. It’s just someone trying to be tough through a keyboard. I’d respond more in person if people said stuff in person.” (male, 22)</td>
</tr>
<tr>
<td>Reciprocated with negativity</td>
<td>6</td>
<td>“I asked the person if they thought they were so tough if they wanted to meet in person, they said sure, and I kicked the shit out of them.” (male, 20)</td>
</tr>
<tr>
<td><strong>Theme 2 Self-Care</strong> (n = 15)</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Sought Social Support</td>
<td>15</td>
<td>“I did talk to my close friend for advice and support.” (female, 23)</td>
</tr>
<tr>
<td>Secrecy</td>
<td>4</td>
<td>“It was just small petty stuff that didn’t really affect me so I never felt the need to talk to anyone about it.” (female, 19)</td>
</tr>
</tbody>
</table>

Note: *Total responses exceed sample size because coding was done line-by-line. Some participant complete responses were reflective of more than one coding area.*

**Table 5 Responses to witnessing cybervictimization on social networking sites.**

<table>
<thead>
<tr>
<th>Content area</th>
<th>Number of participant responses</th>
<th>Example</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Theme 1 No Response to Cyberbully or Victim</strong> (n = 72)</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Assessed responsibility and did not intervene</td>
<td>28</td>
<td>“I didn’t know the people and didn’t want to get involved in something that could potentially bring me into it” (female, 21)</td>
</tr>
<tr>
<td>Ignored it</td>
<td>10</td>
<td>“I usually just unfollow the post because I don’t want to see anyone getting bullied.” (female, 21)</td>
</tr>
<tr>
<td>Did nothing</td>
<td>26</td>
<td>“I saw, I got off of the internet, and I got on with my life.” (female, 25)</td>
</tr>
<tr>
<td>Emotional Reaction</td>
<td>8</td>
<td>“I get angry and sad for the person being bullied.” (female, 20)</td>
</tr>
<tr>
<td><strong>Theme 2 Confronting the Cyberbully</strong> (n = 28)</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Confronted the cyberbully</td>
<td>28</td>
<td>“I told the [cyberbully] that the things they are posting could potentially be taken the wrong way and negatively influence the person they are talking to. It is unfair to assume things about other people you don’t know.” (female, 20)</td>
</tr>
<tr>
<td><strong>Theme 3 Supporting the Victim</strong> (n = 17)</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Supported the victim</td>
<td>17</td>
<td>“Supported the person being bullied. I have zero tolerance for that stuff.” (female, 25)</td>
</tr>
</tbody>
</table>

Note: *Total responses exceed sample size because coding was done line-by-line. Some participant complete responses were reflective of more than one coding area.*

One college student (female, 19) disclosed, “I am guilty of just witnessing the injustice, forming my own opinion in my head, but then not doing anything about [the cyberbullying].” Respondents often justified not intervening by explaining that it was not their responsibility to be involved, they did not want to escalate the situation, and that if the bullying was occurring in person (rather than on SNS) they would get involved. This justification process led some participants to consider and report on how they assessed their responsibility for intervening when they witnessed cyberbullying. The self-assessment process evaluated the severity of the cyberbullying, their knowledge of how to respond or what to do, and the closeness in their relationship with the victim. For instance, a participant (male, 19) detailed:

I have never witnessed any extreme bullying cases online, but I have definitely witnessed many rude, nasty, and unnecessary comments. I have never reported these cases to anyone. I don’t know what the right thing to do is in a situation like this, especially when it involves complete strangers. If I ever saw a case of bullying that was severe, I would attempt to report it to somebody.

Another respondent (female, 22) echoed this self-assessment process, ultimately deciding that it was not her responsibility to intervene. She explained, “I did not know the person well enough and I did nothing because there is not much you can do in that situation besides hope the person being bullied knows to block the bully.”
Participants who witnessed cyberbullying reported confronting the cyberbully privately, publicly, or in person. When confrontation occurred privately the witness privately “messaged the person doing the bullying.” Public confrontations with the cyberbully took place through commenting on the social media posts asking them to remove their post or challenging their negative behavior. One college student (male, 20) stated that when he witnessed cyberbullying he “posted a comment asking if it was necessary to say mean things.” This public confrontation occurred when the witness knew the cyberbully or if the cyberbully was a stranger. For example, a respondent (female, 23) stated, “I commented back to the asshole calling them out and making them feel stupid for being such a jerk to (in lots of cases), complete strangers.” Finally, a participant (female, 20) explained how “in person” confrontation of the cyberbully occurred: “I talked to them in person about ‘that was not ok.’” In each of these situations young adults described confronting the cyberbully in an attempt to stop the bullying.

Supporting the victim. Some participants who witnessed cyberbullying articulated the importance of providing support for the victim. One female (23) stated, “I assured my friend it wasn’t her problem. That person had an issue—it was their problem. I told her not to take it too seriously and that [the bully] was a coward.” Similarly, a male (20) participant shared, “I usually will text the friend and see if they were really hurt by it or not.” Respondents described a responsibility to make sure that the victim was not “too hurt.” They commonly acknowledged the dangers of cyberbullying and the potential risks for cybervictims. Summarizing these participants’ general sentiment, a college student (male, 20) concluded that it was his responsibility to provide support for the victim because “cyberbullying can be bad and causes suicide.”

7.4. Research question 4

Participants (n = 185) reported their perceptions regarding the responsibility of cyberbullying bystanders on SNS. Two themes were identified through qualitative thematic analysis (Bogdan & Biklen, 2007). First, respondents (70%) explained that the responsibility associated with witnessing cyberbullying on SNS depended on an array of circumstances. Secondly, participants (30%) indicated the responsibility to respond to any witnessed cyberbullying on SNS is consistent for all bystanders, regardless of the circumstances.

Circumstantial responsibility. Participants’ evaluated the responsibility associated with witnessing cyberbullying on a case-by-case basis. The circumstances related to personal responsibility assessment included college students’ (a) personal connection to the cybervictim, (b) personal morals regarding cyberbullying, and (c) personal capabilities of helping the cybervictim. Participants explained that if there was a personal relationship between the cybervictim and the bystander then the bystander has an increased responsibility to intervene. A college student (female, 20) elaborated:

I believe if the person knows the person being bullied, it is their responsibility to provide them with support by asking if they need to talk. I do not think it is anyone else’s responsibility to get involved in any other way besides maybe contacting some sort of authority.

Participants reported that responsibility and decisions to act were influenced by emotional reactions, level of comfort, and moral convictions. Two college students articulated this point when they said, “I think if you feel strongly enough about the issue [of cyberbullying] then you should speak up” (female, 20) and “If the [bystander] is comfortable maybe step in. This is because bullying is not acceptable, even cyberbullying. We have a duty to step in and stop it” (male, 21). Finally, the capability of the bystander to know how to respond and have the confidence to do so—“If the [bystander] is brave enough, they could ‘call out’ the person who commented the hurtful comment.”

Clear level of responsibility. Some participants (30%) described that a bystander’s responsibility after witnessing cyberbullying was clear and straightforward. Of these straightforward responses, 90% advocated for a responsibility to act while 10% declared that the cyberbullying bystander had no responsibility to act whatsoever. Participants who believed it was the responsibility of a bystander “to do something about [the cyberbullying]” (male, 20) indicated that a bystander should confront the bully directly—“stand up to the bully” (female, 19), support the victim—“you should directly contact [the victim] and ask how they are” (female, 22), and finally report the bullying—“report the bully to the operators of the social networking sites” (female, 22). In contrast, some participants explained that a cyberbully bystander had “no responsibility” (female, 24) and should “just ignore [the bullying] and move on to the real world” (male, 23).

8. Discussion

The current study aimed at identifying the experience of cyberbullying on SNS among college students. Participants reported that cyberbullying does occur on SNS and they provided descriptions of what cyberbullying on SNS looks like. College students who had experienced cyberbullying or had witnessed someone being cyberbullied on SNS described how they responded to the situation. Finally, participants shared their perceptions regarding a bystander’s responsibility when they witnessed cyberbullying on SNS.

8.1. Conceptualization of cyberbullying on SNS

Tokunaga (2010) indicated that several definitions of cyberbullying have been used in empirical investigations. After reviewing several studies Tokunaga proposed the following definition: “Any behaviour performed through electronic media by individuals or groups of individuals that repeatedly communicates hostile or aggressive messages intended to inflict harm or discomfort on others” (p. 278). Participants’ conceptualizations of cyberbullying on SNS in this study were largely consistent with this definition. College students in this study used several negative descriptive words to indicate that cyberbullying messages were “hostile or aggressive.” The “any behavior” portion of the definition is inclusive of college students’ reports of cyberbullying occurring in both public versus private methods (e.g., private messages, posting pictures, commenting, etc.) and that posting content without permission on SNS is also evidence of cyberbullying. Further, a larger portion of college students indicated that cyberbullying was an intentional behavior, but a few indicated that it could be unintentional (e.g., humor taken the wrong way). Diverging from Tokunaga’s (2010) definition, only a small portion of participants conceptualized cyberbullying on SNS as a continual or repeated event, implying that cyberbullying on SNS may be inclusive of instances of one-time victimization. Crosslin and Golman (2014) reported that college students do not have a clear understanding of cyberbullying and there was a small portion of participants in this study who echoed this sentiment.

8.2. Cyberbullying: perpetration and victimization on SNS

As college students have increased their use of SNS,
cyberbullying has concurrently grown as an area of concern in society (Crosslin & Golman, 2014). College students in this study self-reported more perpetration of cyberbullying on Twitter when compared to Facebook, Instagram, and YouTube. Twitter is not the most used SNS among young adults—less than half (37%) of young adults report using Twitter (Duggan et al., 2015). Xu, Jun, Zhu, and Bellmore (2012) reported that thousands of bullies (i.e., people report about bullying, accuse people of bullying, talk about their own experience with bullying, and directly cyberbully) themed tweets (i.e., 140 character post on Twitter) are posted daily on Twitter. Twitter as a platform for cyberbullying among college students warrants additional research attention.

In terms of participants’ reports of victimizations on specific SNS, results indicated that more college students reported that they had experienced cyberbullying on Facebook when compared to Instagram, Facebook, and YouTube. In Walker’s et al. (2011) study, college students reported knowing more people who had been bullied on Facebook when compared to a variety of other technology platforms. Facebook is the most utilized SNS by young adults (Duggan et al., 2015) and higher use may be related to higher incidences of cyberbullying.

College students in this study were also asked to report if they had been cyberbullied on any SNS and then to explain how they responded to the experience. In total, 19% of participants had been bullied on a SNS and this percentage was similar to previous reports of 19%–22% self-reported cybervictimization among college students (Macdonald & Roberts-Pittman, 2010; Zalaquett & Chatters, 2014). Victims most often discussed their treatment of the bully. Treatment varied from blocking the bully on the SNS, confronting the bully directly and asking them to remove content, and taking a hiatus from the SNS as not to cause more problems by blocking or defriending the bully. Previous research has indicated that there is a stigma associated with reporting cyberbullying among college students (Crosslin & Golman, 2014). Participants in this study indicated that they made the decision to reach out to someone based on how it would influence their self-preservation. Some thought getting more people involved would complicate the situation, while others reached out to friends, family, and school administrators for support. Additional, research is needed to explore how these approaches influence outcomes for the victim of cyberbullying.

8.3. Cyberbullying bystanders on SNS

Approximately half (46%) of college students in this sample had witnessed someone who had been bullied on a SNS. The majority of participants who witnessed cyberbullying in this study reported that they did not intervene, which is consistent with Shultz et al.’s (2014) study regarding college student cyberbullying bystander responses. Consistent with research on cyberbullying bystander behavior among adolescents (DeSmelt et al., 2014; Macháčková et al., 2013; Thornberg et al., 2012), college student bystanders assessed their responsibility to respond in terms of (a) the severity of the bullying, (b) their relationship with the victim, and (d) their knowledge of how to respond. These components reemerged when college students were asked to explain the responsibility of a cyberbullying bystander with the addition of considering the bystanders personal values relating to cyberbullying. This assessment process was used by college students to justify their lack of involvement when they witnessed the cyberbullying.

A smaller portion of the college students who witnessed cyberbullying described engaging in positive cyberbullying bystander behaviors (Shultz et al., 2014) by confronting the bully or supporting the victim. Participants indicated that confronting the cyberbully could occur in private, public, and in person. A minority of college students in this study reported that there is clear responsibility for a bystander to intervene using positive bystander behaviors, while an even smaller portion of the sample stated that cyberbullying bystanders have no responsibility at all.

9. Limitations and conclusions

The current study was not without limitations; the predominately Caucasian and female sample from one university limits the generalizability of the results. University students from other regions and from different ethnicities may have diverse experiences with cyberbullying victimization and bystander behavior on SNS. However, this study contributes to the literature the much needed college student descriptions of actual experiences (Rafferty & VanderVen, 2014) with the phenomenon of cyberbullying on SNS. Participants indicated in this study that cyberbullying does occur on SNS. Unique to this study was a more holistic approach to studying cyberbullying (Paullet & Pinchot, 2014)—investigating both victimization and bystander reports. Few studies have investigated cyberbullying bystander behavior, and the current study indicated that many college students who witnessed cyberbullying on SNS did nothing to intervene. It appears that there is ambiguity (or flexibility) in cyberbullying bystander responsibility on SNS. When college students talked about how they assessed their responsibility as a bystander they reported considering how they could respond and their capability to respond. It seems logical to empirically pursue successful ways bystanders could respond to cyberbullying on SNS and then identify ways to educationally raise awareness and skills for college students who may become bystanders (increasing capability). As a beginning point, we suggest conducting research studies identifying how college students have successfully navigated the experience of being cyberbullied. These studies should take a holistic approach, collecting information from the cyberbully victim, but also from those that also aided the victim in successfully coping with the victimization. This may include bystanders, college administrators, and family. This could highlight existing resources and methods that are beneficial for victims and potentially identify the appropriate role of bystanders and institutions.
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